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Check if text messages contain 
grammar or spelling errors

Contact the IT security whenever 
unsure about any message

Urgent requests should always 
lead to be suspicious

Do not click on links, directly 
type the website URL

Do not open unexpected 
attached contents in emails

Social engineering techniques 
can be extremely personalised

By moving the mouse over a 
link, check the associated URL

Check the email address of the 
sender, not the explicit name
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