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Never write down passwords 
on paper or electronic sheets

Change all your passwords 
whenever a data breach occurs

Choose non-true answers for 
password recovery questions

Enable two-factors authentication 
whenever it is possible

Use proper softwares to create 
and manage strong passwords

Choose strong, unintuitive and 
non-guessable passwords

Do not share your 
passwords with anyone

Avoid to always use the same 
password for every system

PROTEGO
CYBER SECURITY
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